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Industry reaffirms commitment to work with law enforcement 
authorities, cautions against weakened encryption and data 

localisation 
 

 
 

BRUSSELS (December 8th 2016) - In a letter sent to Member States ahead of a meeting of EU Justice and Home 

Affairs Ministers in Brussels, the digital technology industry voiced its continued support for improved 
cooperation between digital service providers and law enforcement authorities in instances where criminal 
investigations require access to evidence in cyberspace. 
 
“Our industry shares Member States’ objective of improving cooperation with national authorities to address 
criminal threats in cyberspace. As responsible stewards of the information of enterprises and customers, we 
believe facilitating law enforcement authorities’ access to needed evidence can be achieved without the 
weakening of encryption or requiring localization of data. In choosing measures to facilitate the work of law 
enforcement authorities, we must ensure we do not undermine consumer privacy and the overall integrity of 
software and communications networks” said Thomas Boué, BSA Director General, Policy – EMEA. 
 
“Our member companies take very seriously their obligation to work with law enforcement agencies as well as 
their obligation to protect customer data from unauthorised access. We welcome the progress achieved by the 
European Commission to date and believe a clear acceptance of a rule of law, that authorises data access only 
in defined and limited circumstances, subject to proper safeguards, is the best way to enhance trust, enable law 
enforcement activity, and at the same time preserve the interests in privacy and confidentiality,” said John 
Higgins, Director General of DIGITALEUROPE. 
 
Justice and Home Affairs Ministers will meet today and tomorrow to discuss the progress achieved by the 
European Commission in implementing the June 2016 Council conclusions on improving criminal justice in cyber 
space. The Slovak Presidency of the Council will also inform Ministers on the outcome of its survey on the 
challenges for criminal justice in relation to the use of encryption. A Franco-German proposal to improve 
cooperation between electronic communication service providers and law enforcement authorities will also be 
discussed. 

 
 
 
 
 
 
 
 
 
-- 
For more information please contact:  
Luc Chomé, DIGITALEUROPE’s Director of Communications and Marketing 
+32 473 2751 17 or luc.chome@digitaleurope.org 

http://www.digitaleurope.org/
mailto:info@digitaleurope.org
https://twitter.com/DIGITALEUROPE
http://www.digitaleurope.org/DesktopModules/Bring2mind/DMX/Download.aspx?Command=Core_Download&EntryId=2330&language=en-US&PortalId=0&TabId=353
mailto:luc.chome@digitaleurope.org


 

 

 

DIGITALEUROPE  
Rue de la Science, 14 - 1040 Brussels [Belgium] 
T. +32 (0) 2 609 53 10 F. +32 (0) 2 431 04 89 
www.digitaleurope.org | info@digitaleurope.org | @DIGITALEUROPE 
Transparency register member for the Commission: 64270747023-20 

2 

ABOUT DIGITALEUROPE  
DIGITALEUROPE represents the digital technology industry in Europe. Our members include some of the world's largest IT, 
telecoms and consumer electronics companies and national associations from every part of Europe. DIGITALEUROPE wants 
European businesses and citizens to benefit fully from digital technologies and for Europe to grow, attract and sustain the 
world's best digital technology companies. 
 
DIGITALEUROPE ensures industry participation in the development and implementation of EU policies. DIGITALEUROPE’s 
members include 62 corporate members and 37 national trade associations from across Europe. Our website provides 
further information on our recent news and activities: http://www.digitaleurope.org   
 

DIGITALEUROPE MEMBERSHIP 

Corporate Members  

Airbus, Amazon Web Services, AMD, Apple, BlackBerry, Bose, Brother, CA Technologies, Canon, Cisco, Dell, Dropbox, Epson, 
Ericsson, Fujitsu, Google, Hewlett Packard Enterprise, Hitachi, HP Inc., Huawei, IBM, Ingram Micro, Intel, iQor, JVC Kenwood 
Group, Konica Minolta, Kyocera, Lenovo, Lexmark, LG Electronics, Loewe, Microsoft, Mitsubishi Electric Europe, Motorola 
Solutions, NEC, Nokia, Nvidia Ltd., Océ, Oki, Oracle, Panasonic Europe, Philips, Pioneer, Qualcomm, Ricoh Europe PLC, 
Samsung, SAP, SAS, Schneider Electric IT Corporation, Sharp Electronics, Siemens, Sony, Swatch Group, Technicolor, Texas 
Instruments, Toshiba, TP Vision, VMware, Western Digital, Xerox, Zebra Technologies, ZTE Corporation. 

National Trade Associations  

Austria: IOÖ 
Belarus: INFOPARK 
Belgium: AGORIA 
Bulgaria: BAIT 
Cyprus: CITEA 
Denmark: DI Digital, IT-BRANCHEN 
Estonia: ITL 
Finland: TIF 
France: AFNUM, Force Numérique, 
Tech in France  

Germany: BITKOM, ZVEI 
Greece: SEPE 
Hungary: IVSZ 
Ireland: ICT IRELAND 
Italy: ANITEC 
Lithuania: INFOBALT 
Netherlands: Nederland ICT, FIAR  
Poland: KIGEIT, PIIT, ZIPSEE 
Portugal: AGEFE 
Romania: ANIS, APDETIC 

Slovakia: ITAS 
Slovenia: GZS 
Spain: AMETIC 
Sweden: Foreningen 
Teknikföretagen i Sverige, 
IT&Telekomföretagen 
Switzerland: SWICO 
Turkey: Digital Turkey Platform, ECID 
Ukraine: IT UKRAINE 
United Kingdom: techUK   
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